
 

 

 
Who: 
Anyone can update the risk 
assessment. It is a team 
document. But it should be 
someone who knows the young 
person the best and has 
completed a formulation around 
their needs. Please be discussing 
the risk assessment and any 
changes in your team meetings 

 

When: 

The risk assessment should then 
be updated at least monthly by 
the keyworker. Good practice is to 
get multiagency review (including 
social worker and other 
professionals involved) every 3 
months. The risk assessment to be 
updated within 48 hours after a 
significant incident of risk. 

 

 

Why: 
1. Update the risk assessment monthly 

as per protocol.  
2. Update the risk assessment if there is 

a new risk.  
3. Update the risk assessment if there 

has been an incident of new risk/ 
behaviour. 

Our Goal 

 

 

 

 

 

 

Risk Assessment Procedure 

Risk Assessment and Risk Management 

Residential Guidance 

We are unable to eliminate risk completely! Our goal is 
increase safety through strength-based strategies which 

hopefully reduce the likelihood of risks occurring 

Risk

• What is the risk? Is 
it: Risk to others? 
Risk from others? 
risk to self? Or 
Other?.

Whats increasing risk/ 
triggers?

• What is increasing 
the likelihood of the 
risk happening? eg 
enviroment, mood, 
health needs etc.

Whats working well/ 
protective?

• What is reducing 
the risk from 
happening/ what 
de-escalates the 
siution? Good 
practice? Young 
person likes, 
routine etc

Plan- Howare we going 
to manage the risk?

• What should we do 
to reduce the risk 
occurring? This is 
your risk 
management plan.

• Use a  SMART 
action plan
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Practice guide 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

   

1 Risk 

When identifying what a risk is you need to describe it as behaviourally specific. For example, education is not a risk but 
non-attendance at education is a risk. Relationships are not a risk, but unprotected sex may or domestic abuse within 
the relationship would be the risks. 

2 Maintaining 
factors  

What we are worried about: In this section think broadly about what factors are triggers, what factors increase this risk 
etc. Do not endlessly list incidents – this is for the chronology section. 

3 Protective 
factors 

What is working well: In this section think broadly about protective factors, and what has worked to reduce the risk. 
How much we know about our young people is what will keep them safe from harm. A protective factor could be as 
small as making them their favourite drink or food to reduce the risk of damage or physical aggression. 

4 Risk Rating  

Use the colour block table (Appendix B) to help you assess the risk level. It is not a bad thing if this colour block does 
not change colour or remain red – it does not mean you are not doing your job well. It is just a way of showing how 
risky a behaviour is.  If the young person is new to the residential home and you have limited information, assess all 
risks as high on the first assessment. 
 
High risk/serious problem 
Moderate risk/problematic 
Low risk/minor problem 
 
 
 
 

5 Plan  
This is how we will manage the risk as a staff team, in this section you must set SMART goals. Actions should be: 
 



• With potential impact – please think of how the risks the young person presents with may impact on 
other young people in the home. For example, one person going missing and the police visiting the house 
could escalate another young person’s physical violence or damage as they may be triggered by the police 
due to negative historical events etc. 

• Complete signs of safety questions and the rationale for why.  

 

 

 

 

 

Specific: Not general such as direct work to be completed. Instead a direct work on X will be completed by Y by Z date.   
Measurable: How will we know it’s work? E.g. After direct work, young person will understand the legal consequences 
of X 
Achievable: Set goals that the young person and you as a staff team can complete. For example setting a time frame or 
outcome that is not achievable is not helpful. 
Realistic: All plans must be set in realistic terms. Do not set goals or plans that cannot be completed by the young 
person or staff team. If a safety plan has been set by social care that in not realistic you must discuss this with social 
care. 
Time-limited: All plans must be reviewed at the latest monthly. However restrictive plans such as bans should be 
reviewed sooner than monthly.  
Share the action plan (not this full risk assessment) with anyone who has been identified to do an action.  
If you identify amber or red risks for fire setting, Harmful sexual behaviour, violence ask for a consultation with the 
psychologist. 

6 Review 

• It is good practice to review the risk assessments every month, therefore the date for review should be no longer 

than 4 weeks. Please put a reminder in your calendar for this date as Liquid Logic will not tell you the risk assessment 

is outdated; 

• How long has the risk has been maintained or escalation/ deescalated? At times this can be helpful to know how 

long the risk has stayed the same/ been managed or has escalated/ de-escalated; 

• When reviewing monthly you must check all sections to ensure that it is up to date. You can delete information that 

is out of date or not relevant. We have an audit trail as all previous risk assessments are stored on liquid logic; 

• We do not want endless, long risk assessments. They should be accessible and a summary to help all staff know what 

the risks are and how to work consistently and safely with our young people. 

Appendix A Chronology: Ensure that the chronology (Appendix A) is updated with information 
we know about the young person. This is where you can add incidents to your risk assessments.  
When required to update the risk assessment following an incident, this may just require the 
incident to be added to the chronology (appendix A) and a review of the risk rating and the risk 
management plan. If it does not change our understanding of risk factors etc., then you may not 
need to add information to the ’what are we worried about’, or the ‘what’s working well’ 
sections. 

 

 

Appendix C, Historical events: If a risk has not been present for over a year AND there is no 
need for an active risk management plan, this risk can be moved to the historical risk (Appendix 
C) section. However, if the risk has not been present but this is only because there is an active 
risk management plan that is working, keep this in the main body of the risk assessment. 



Liquid logic step by step Guide to access risk assessments: 

 

 

  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

STEP ONE: Risk assessments 
are in the forms and 
Exemplars under residential 
NOT Risk assessment tab. 

STEP TWO: It is the “risk 
Assessment & Behaviour 
management” Form at the bottom 
of the page. 

STEP THREE: Summary page, this 
will give you a summary of all 
the risks you have imputed and 
their risk rating. Here you will 
enter the date you have started 
a risk assessment/ reviewed it. 

Then the Main Risk assessment 
is on the next tab down.  



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

STEP FOUR: Here you will complete the risk 
assessment, sectioning the risks into: Risk 
others, Risk from others, Risk to Self, Risk to 
environment, Risk of missing’s: location 
known, location unknown and other risks 
such as non-attendance in education etc. 
This is followed by potential impact and the 
scaling questions as previously shown. 

STEP FIVE: once all sections are complete 
you may want to attach addition documents 
that link to the risk assessment e.g., 
Philomena protocol, behavior management 
Plan, safety plan etc. However, the 
documents attached to the risk assessment 
must also follow the same Risk management 
plan and not contradict one another.  

STEP SIX: Once all areas of the risk assessment 
and risk management plan are completed ensure 
that you have allocated it to your line Manager 
to QA. Th risk assessment will remain in draft 
until it has been approved by management.  



Further support  

• If you are struggling with any aspects of The Risk Assessment, please speak with your line manager or discuss this 
within team meetings/ personal supervisions. 

• At times we will work with very complex and challenging young people, the risks they present with may at times have 
an impact on us professionally and/or personally. There is support that can be offered through supervisions and PAM 
ASSIST to discuss the effects of working with specific Risks. Please discuss this with your line manager 

Additional Support/ Training on high-risk behaviours: 

 

Exploitation 
• GOV.UK website - general information on CSE and criminal exploitation, including useful disruption 

toolkit.  

• Sheffield safeguarding Hub - different CSE specific training pathways, more information on using 

appropriate language guidance_app_language_toolkit.pdf (safeguardingsheffieldchildren.org) 

• Children’s society - #lookcloser campaign - BTP & national county lines coordination centre & the 

Preventing Exploitation training- focus on public spaces and people who might interact w/ exploited 

children e.g. Bus or coach drivers/ staff at train stations.  

• www.thinkuknow.co.uk – Resources to use with children of different ages e.g. ‘send me a pic’ Online 

activity about sharing images. Also resources on healthy relationships for 11-18 year olds.  

• Child exploitation and online protection command (for terminology) https://www.ceop.police.uk/Safety-

Centre/what-is-online-child-sexual-abuse 

• CSE CCE Training amber protect - SCC development hub 

Radicalisation 
• Sheffield Children’s safeguarding advice and guidance intranet page or refer to the ‘PREVENT escalation 

process’ document.    

• NSPCC radicalisation learning page. 

• ACT early counter terrorism information page 

• PERVENT training 

Domestic 
Violence 

• Get help if you are experiencing abuse | Safelives 

• Invisible Prison - Womens Aid 

• DASH and MARAC Information and Forms | Sheffield Domestic Abuse (sheffielddact.org.uk) 

• IDAS 

• Refuge Against Domestic Violence - Help for women & children. 

• Training:  

• Coercive control and domestic Abuse training- SCC development hub 

Substance 
misuse 

• Introduction to Basic Drug Awareness for Young People- SCC development hub 

• The Corner has additional training on various aspects of substance use in young people. 

• Talk to Frank 

Self-harm 
and suicide 

• Self-Harm – Children’s Social Care training- SCC Development hub  

• Mental Health Awareness: Distance Learning- SCC development hub 

• MIND  

• IAPT 

• Consultation with MAPS/ CAMHS 

 

 

 

https://safeguardingsheffieldchildren.org/assets/1/guidance_app_language_toolkit.pdf
https://www.ceop.police.uk/Safety-Centre/what-is-online-child-sexual-abuse
https://www.ceop.police.uk/Safety-Centre/what-is-online-child-sexual-abuse

