GMSCB Secure Data Handling Policy

I confirm that I have read the Greater Manchester Safeguarding Children  ‘Policy for the Secure Handling of Protected Information’.

My organisation agrees to comply with the Data Handling standards outlined in the Policy and reproduced below. The organisation agrees to:

· Accept responsibility for safeguarding Protected Information once it has been securely communicated by GMSC; and ensure that it remains at all times on a secure network or in a secure environment;

· Ensure employees handling GMSC communicated information have received appropriate data handling and information security training;

· Ensure that Protected Information is securely communicated to GMSC and is protectively marked;

· Ensure that Protected Information is securely destroyed once it is no longer required, observing the principle that the primary record holder is the body responsible for ensuring relevant retention periods are met;

· Notify GMSC on a timely basis if Protected Information received from GMSC is compromised; and likewise any other partners from whom the Protected Information may have originated;

· Cooperate with GMSC and any other affected partners, in determining the actions necessary to recover from and contain a security incident, including notification of the Information Commissioner or any other regulatory bodies.

Signature: Date:

Name:

Designation:

Organisation:

I do / do not have access to a secure email account (i.e. GCSx, pnn, GSI etc)

2My secure email address is _____________________

The Senior Information Officer / Caldicott Guardian for my organisation is:

Name:

Telephone Number:

Email Address:

For GMP Only (nominated contact officer):

2 Where members have given a secure email address, GMSC will update their records to allow for distribution of

sensitive information via this route.
