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Criminal Cases Review Commission (CCRM) – Securing Files
Children and Young People’s Support and Safeguarding Service Procedure

Introduction

The Commission can make a direction under section 17(2) of the Criminal Appeal Act 1995 that documents and/or other materials cannot be destroyed, damaged or altered.  The direction takes priority over any weeding/destruction policies until the direction is withdrawn by the Commission.

The review of the case is assisted by examination of files and materials held and the authority is required to preserve all the documents and other material in their possession or control, which relates to the individuals identified, their family or other carers, and produce it to the Commission when requested to do so.

The authority has a statutory duty to preserve and secure all documents and other materials specified by the Commission.

The duty to comply is not affected by any obligation of secrecy or other limitation on disclosure (including any such obligation or limitation imposed by or by virtue of an enactment) which would otherwise prevent the production of the document or other material to the Commission or the giving of access to it to the Commission without prior consent.

Securing Files

1. Review the request received – the request may be specific about which type of records CCRM require i.e. children’s social care.  If the request is not specific, consider where records maybe held within children and young people’s support and safeguarding service.  Information may also be held in other Children Family and Schools service areas and also other Directorates e.g. Housing.

2. For Children’s Social Care, search the children’ social care CCM system for all individuals detailed on the CCRM request.  Establish any related records that may also need securing such as other known family members/relationships which may not be detailed in the CCRM request but on review may have related material contained.  Check with CCRM if they need access to this information.  Record unique reference numbers for all records identified. 
3. Where the CCRM request requires the securing of education data, contact the lead officer within the education service area and request they establish any related education records and secured as appropriate.   

· Files can be secured within the education service area or stored with other related files within legal services.  Where the storage capacity required exceeds that available in legal services, a secure alternative location should be identified and agreed between the service area and legal services. If agreed it is appropriate for storing securely in legal services, a receipt should be signed indicating that the files have been received by the officer dealing with the CCRM request and also signed by legal services once in their possession.  A copy of the receipt should be sent to the education lead as proof of transfer.  If files are stored securely within the education service area the officer dealing with the CCRM request should be notified once this has taken place
· Where it is established the school may hold related records, the education lead should provide the relevant school details – this information should be communicated to CCRM as they will need to contact the school direct to arrange securing of any school records.
4. Email the Head of Service or Service Manager to gain authorisation to secure all electronic records in relation to the CCRM request. i.e. Children’s Social Care System CCM
5. Place helpdesk call with the Resource Strategy Helpdesk to make confidential all related electronic records.  Supply unique identifying numbers.  Remember to consider the status of the case – some maybe live cases whilst others will be closed and archived.  
6. Request Resource Strategy secure the records appropriate to the status of the case.  

· For Children’s Social Care allow access only to the relevant team manager and the officer coordinating the CCRM request.  The request should also include the Performance Officer (CFAS, Children's Services, Social Care), Corporate Strategy and Commissioning who will establish if files are in archive. 
i. If the request relates to an Open case:

1. Contact the relevant team manager and establish which staff need access to the records  
2. Forward the names onto the resource strategy team to arrange access

3. The request should also include the emergency duty team who need access for open cases

4. Arrange with the resource strategy team for copying of open cases records to a secure area to preserve materials at the time the CCRM made the request. 
ii. For closed cases, inform the emergency duty team manager of the names and unique record numbers of the records secured.  Request the team manager contact the relevant Team Manager, officer dealing with the request or Resource Strategy where access is required.

iii. Contact the Performance Team and establish if any files are stored in archive.  Request any files established be retrieved for secure storage in legal services.

7. Contact the appropriate Team Manager and establish if any files are stored with the team.  Request any files established be retrieved for secure storage in legal services.  Where the storage capacity required exceeds that available in legal services, a secure alternative location should be identified and agreed between the service area and legal services.
8. Once all identified elements are secured, complete the CCRM form, photocopy and return to CCRM to confirm all records have been secured.  This needs to be completed with 28 days of receiving the request.  Communicate to legal services that confirmation has been sent.
9. CCRM may request to come and view the files secured or may request pdf versions of information.  This will depend upon the volumes of information held.  Any information sent via email should be sent using a secure email account only.
10. Where files are secured in an alternative location to legal services, this should be clearly recorded on the forms.
Securing files in Legal Services

1. The files should be stored in such a way that it is clear which part of the authority they have been received from and who they should be returned to

2. Legal services should also sign the case files transfer from to acknowledge receipt of the files – legal services to retain a photocopy 
Unsecuring Files

1. Contact the Resource Strategy Help Desk requesting records to be unsecured.  Supply PID numbers.

2. Notify, as appropriate, Team Manager, Social Workers and Emergency Duty Team that CCRM have authorised the release of the secured records

3. Retrieve the files from Legal Services, or alternative location, and return to the relevant team or archiving for storage.

4. The officer dealing with the request should gain a written receipt when handing files back to relevant service areas as proof that files have been transferred back.

Responding to request from CCRM to visit to view files or receive them via email

Information may be stored in paper files and electronically in a number of locations depending upon the request made.  Liaison with the identified lead officers will be essential in coordinating the request by CCRM.  

Visit
1. Arrange an appropriate date and time when CCRM are available to view the files.
2. Arrange an appropriate meeting room and identify an officer to be present at the viewing.

3. Discuss with Legal Services lead information contained within the paper files/electronic record to establish if there is any information which CCRM should not have access to i.e. third party

4. If CCRM wish to view the electronic records as well as the files the meeting needs to take place where network access is available.

5. CCRM may wish to take copies of information contained in the files – arrange for support services to be available to carry out any request as required.  This could be hard copies or scanned for email.

Email

1. Paper files can be scanned into an electronic record where minimal information is held.  Information held within an IT system generally have the facility to print information into pdf format.
2. Relevant elements of the record should be identified and put into pdf format using an appropriate naming convention.  i.e. Contact 21.12.2013, Assessment 11.04.2011.  Where the request relates to multiple individuals, initials should also be incorporated into the document name.

3. Information sent to the CCRM should only be sent from a secure gcsx email account.  The CCRM should provide a secure receiving email address.  The documents sent do not need to be password protected.

4. The officer coordinating the request should request CCRM have received the information sent.

Criminal Cases Review Commission Procedure
Responding to requirements to preserve materials request

Date CCRM letter received

…………………………………………………..

CCRM Reference Number

…………………………………………………..

CCRM Contact


…………………………………………………..

Deadline for completion

…………………………………………………..

Date confirmation of secured files 

form returned to the CCRM :
………………………………………………..…

(Retain photocopy of returned form)

Request relates to:

	Service Area (tick as appropriate)
	Lead Officer Name
	Date notified of request to secure files

	Social Care      
	
	

	Education       
	
	

	Legal               
	
	

	Other              
	
	


Social Care:

Social Care CCM Record:

Social Care CCM Records secured: 


	PID
	Client Full Name
	Date CCM record secured
	Date EDT informed Secured
	Open case: 

y/n
	If Open Case, date full CCM record printed and secured

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


Social Care CCM access to records approved for:

	Team
	Role
	Full Name
	Approved by
	PID Number

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



Social Care paper files:

Social Care paper files identified and secured:

	PID
	Client Full Name
	Paper file identified: y/n
	Location of files:  Archive/ team
	Date requested retrieval
	Name of person retrieving paper files
	Date stored securely at legal services

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


Education:
Details of files located:

	Client full name
	Details of files located
	School name, if relevant 
	CCRM confirmed require access: y/n
	Date requested retrieval
	Date received from educated lead
	Date stored securely at legal services or Date confirmed stored securely in education 

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


Legal:

Date established files stored in legal services:
…………………………………..

Date legal services confirmed secured:

…………………………………..
Check List:

	Service area:
	Electronic records secured: y/n
	Electronic system stored in
	Paper files secured(team & archive): y/n
	Location paper files secured

	Social Care
	
	
	
	

	Education 
	
	
	
	

	Legal Services
	
	
	
	

	Other
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