
Pan Bedfordshire 
Practitioner’s
Guide to information sharing 
to safeguard children and 
young people

The sharing of information can be compared to making a jigsaw.  
You may only have one piece, whilst other agencies may have 
other pieces, but the degree of its significance may only be clear 
to another worker with a fuller picture of the background and 
concerns for this child. Through information sharing we build  
the jigsaw, see the picture and then make the right decisions
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Bedford Borough, Central Bedfordshire and Luton Safeguarding Children Board‘s (SCBs) have 
developed this Pan Bedfordshire Information Sharing guidance for all practitioners and managers 
working with children, young people and their families within the public, private and third sectors 
across Bedfordshire and Luton.

This guidance should be read alongside the Governments Information sharing Advice for  
practitioners providing safeguarding services to children, young people, parents and carers  
www.gov.uk/government/publications/safeguarding-practitioners-information-sharing-advice

This guidance has been updated to reflect the General Data Protection Regulation (GDPR) 
and Data Protection Act 2018. On page 14 you will find a copy of a letter from a number of 
Government departments that spell out their joint commitment to share information effectively 
for the protection of children following the Rotherham Child Sexual Exploitation case.

What to do if you are worried or concerned about  
a child or young person?
You should contact the following MASH/ Team or the Police:

Bedford Borough Integrated Front Door. 
 01234 718 700	  Referral Portal: click here

Central Bedfordshire Access and Referral Hub 
 0300 300 8585	  cs.accessandreferral@centralbedfordshire.gov.uk

Luton Multi Agency Support Hub (MASH) 
 01582 547 653	  mash@luton.gov.uk

Emergency Duty Team 
 0300 300 8123

Police
In an Emergency		  Non-Emergency Number 	  

 999			    101

https://www.gov.uk/government/publications/safeguarding-practitioners-information-sharing-advice
https://llchildandfamilies.bedford.gov.uk/web/portal/pages/home”
mailto:cs.accessandreferral@centralbedfordshire.gov.uk
mailto:mash@lutongcsx.gov.uk
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Seven golden rules of Information Sharing
1. �Remember that the General Data Protection Regulation (GDPR), Data Protection Act 2018 and 

human rights law are not barriers to justified information sharing, but provide a framework to 
ensure that personal information about living individuals is shared appropriately. 

2. �Be open and honest with the individual (and/or their family where appropriate) from the outset 
about why, what, how and with whom information will, or could be shared, and seek their 
agreement, unless it is unsafe or inappropriate to do so. 

3. �Seek advice from other practitioners, or your information governance lead, if you are in any doubt 
about sharing the information concerned, without disclosing the identity of the individual where 
possible. 

4. �Where possible, share information with consent, and where possible, respect the wishes of those 
who do not consent to having their information shared. Under the GDPR and Data Protection Act 
2018 you may share information without consent if, in your judgement, there is a lawful basis to do 
so, such as where safety may be at risk. You will need to base your judgement on the facts of the 
case. When you are sharing or requesting personal information from someone, be clear of the basis 
upon which you are doing so. Where you do not have consent, be mindful that an individual might 
not expect information to be shared. 

5. �Consider safety and well-being: base your information sharing decisions on considerations of the 
safety and well-being of the individual and others who may be affected by their actions. 

6. �Necessary, proportionate, relevant, adequate, accurate, timely and secure: ensure that the 
information you share is necessary for the purpose for which you are sharing it, is shared only with 
those individuals who need to have it, is accurate and up-to-date, is shared in a timely fashion, and 
is shared securely (see principles). 

7. �Keep a record of your decision and the reasons for it – whether it is to share information or not.  
If you decide to share, then record what you have shared, with whom and for what purpose.

 
Principles of Information Sharing
These principles are intended to help you share information between organisations.  
You should use your judgement when making decisions on what information to share and 
when and should follow organisation procedures or consult with their manager if in doubt. 

Necessary and proportionate 
When taking decisions about what information to share, you should consider how much information 
you need to release. Not sharing more data than is necessary to be of use is a key element of the 
GDPR and Data Protection Act 2018, and you should consider the impact of disclosing information  
on the information subject and any third parties. Information must be proportionate to the need  
and level of risk. 

Relevant 
Only information that is relevant to the purposes should be shared with those who need it. This allows 
others to do their job effectively and make informed decisions. 
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Adequate 
Information should be adequate for its purpose. Information should be of the right quality to ensure 
that it can be understood and relied upon. 

Accurate
Information should be accurate and up to date and should clearly distinguish between fact and 
opinion. If the information is historical then this should be explained. 

Timely 
Information should be shared in a timely fashion to reduce the risk of missed opportunities to 
offer support and protection to a child. Timeliness is key in emergency situations and it may not 
be appropriate to seek consent for information sharing if it could cause delays and therefore 
place a child or young person at increased risk of harm. Practitioners should ensure that sufficient 
information is shared, as well as consider the urgency with which to share it.  

Secure 
Wherever possible, information should be shared in an appropriate, secure way. You must always 
follow your organisation’s policy on security for handling personal information. 

Record
Information sharing decisions should be recorded, whether or not the decision is taken to share. If 
the decision is to share, reasons should be cited including what information has been shared and 
with whom, in line with organisational procedures. If the decision is not to share, it is good practice 
to record the reasons for this decision and discuss them with the requester. In line with each 
organisation’s own retention policy, the information should not be kept any longer than is necessary. 
In some rare circumstances, this may be indefinitely, but if this is the case, there should be a review 
process scheduled at regular intervals to ensure data is not retained where it is unnecessary to do so.

Sharing Information...
•	 Safeguards children and young people and is everyone’s responsibility.
•	 Doing nothing is not an option.
•	 Keep your focus on the child or young person.
•	 Adopt a common sense approach.
•	 Use your professional judgment, knowledge and skills - gut feelings.
•	 Do not delay unnecessarily.
•	 Seek help and support via Line Manager/Supervisor/trusted colleague.
•	 Share only what you consider to be necessary, legitimate, appropriate, 

proportionate and on a need-to-know basis only.
•	 What are the alternatives and/or implications of not sharing information?
•	 Always record your decision and the reasons for it and this includes when  

a decision is taken not to share information.



5

Guide to information sharing to support children and young people

Is there a clear legitimate purpose for sharing information? 
•	 Why do you or the other person want the information?
•	 What is the outcome you are trying to achieve?
•	 Could the aims be achieved without sharing the information?

Other things to consider;
•	 Do not assume that you need to share the whole case file.
•	 Different agencies may have different processes for sharing information. 
•	 You will need to be guided by your organisation’s policies and procedures and, where applicable, 

your professional code of practice.

Explain;
•	 why you are worried or concerned; 
•	 what the nature of your worry or concern is; 
•	 what you have done about it; and 
•	 what you plan to do about it. 

You must always ensure that the child or young person is safe; and keep a record of your worries or 
concerns and your actions. A worry or concern can relate to a single issue, instance or incident or 
from a series of such events. It makes no difference. The principles are the same.

You should share information which:
•	 clearly identifies the child or young person you are worried or concerned about;
•	 relates directly to your current worry or concern;
•	 although historical, you consider to be relevant to your current worry or concern;
•	 describes their current living and family circumstances and you consider to be relevant.

Share information that you consider relevant, necessary, legitimate, appropriate and proportionate to 
your worry or concern. You will need to examine any case files and/or electronic record systems you 
legitimately have access to, if you are to ensure you have all the necessary and relevant information.

No review or inquiry into multi-agency working has ever criticised practitioners for sharing 
too much information regarding child protection concerns. The reverse is the case, often with 
potentially devastating consequences for the child, but also for the practitioner.

Do not assume that someone else will pass on information which 
may be critical to keeping a child or young person safe.
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You do not always need consent to share personal information. There will be some circumstances 
where you should not seek consent, for example, where doing so would:

•	 Place a child at increased risk of significant harm; or
•	 Place an adult at increased risk of serious harm; or
•	 Prejudice the prevention, detection or prosecution of a serious crime;   or
•	 Lead to unjustified delay in making enquiries about allegations of significant harm or serious harm.

Other things to consider:
•	 Generally, there should be ‘no surprises’.
•	 Obtaining explicit consent is best practice. It can be expressed either verbally or in writing, although 

written consent is preferable since that reduces the scope for subsequent dispute.
•	 You will need to consider whose consent should be sought. Does the person have the capacity to 

understand and make their own decisions on this occasion?
•	 If not, is someone else authorised to act on their behalf?
•	 Consent must be informed, i.e. when people agree to information sharing, they must understand 

how much of their information needs to be shared, who will see it, why it is necessary to share the 
information, and any implications of sharing or not sharing.

•	 Consent can be withdrawn at any time.

Consent...
•	 Do not seek consent in situations where you are likely to share information in 

any case where there is a child protection concern.
•	 Should only be sought when the individual has a real choice over the matter.
•	 Should be informed and explicit – implied consent is not enough.
•	 Children and young people, subject to their age and developmental capacity, can 

provide consent, if consent is necessary.
•	 Must always be recorded on the child or young person’s records.

If the child or young person does chose to share information  
with you, be sure to act on it.
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Children / Young People & Consent
A child or young person who has the capacity to understand and make their own decisions may 
give (or refuse) consent to sharing. Children aged 12 or over may generally be expected to have 
sufficient understanding. (This is presumed in law for young people aged 16 or 17.) Younger children 
may also have sufficient understanding. Where applicable, you should use their preferred mode of 
communication.

Some helpful criteria...
When assessing whether a child or young person on a particular occasion has sufficient 
understanding to consent, or refuse consent, to sharing of information about them, consider:

•	 Can the child or young person understand the question being asked of them?
•	 �Does the child or young person have a reasonable understanding of: 

- What information might be shared? 
- The main reason or reasons for sharing the information? 
- The implications of sharing that information, and of not sharing it?

Can the child or young person...
•	 Appreciate and consider the alternative courses of action open to them?
•	 Weigh up one aspect of the situation against another?
•	 Express a clear personal view on the matter, as distinct from repeating what someone else thinks 

they should do?
•	 Be reasonably consistent in their view on the matter, or are they constantly changing their mind?

Consent must be ‘informed’ – the child or young person giving consent needs to understand why 
information needs to be shared, what will be shared, who will see their information, the purpose 
to which it will be put and the implications of sharing that information. Obtaining explicit, written 
consent is best practice, as it reduces the scope for subsequent dispute.

If you judge a child or young person to be competent to give consent, then their consent or refusal 
to consent is the one to consider, even if a parent or carer disagrees. Where parental consent is not 
required, you should encourage the child or young person to discuss the issue with their parents. 
However, you should not withhold your support or undertake any actions on the condition that they 
do so.

Consent should only be sought when the individual has a real choice over the matter. If you have a 
genuine, professional concern in relation to safeguarding a child or young person that you believe 
must be shared with another service, agency and/or practitioner with or without consent, there is 
no requirement to seek consent and you should rely on one of the other conditions for processing as 
outlined above. 
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Parental Responsibility & Consent 
In most cases, where a child cannot consent or where you have judged that they are not competent 
to consent, a person with Parental Responsibility should be asked to consent on behalf of the child. If 
a child is judged not to have the capacity to make decisions, their views should still be sought as far 
as possible. Where parental consent is required, the consent of one such person is sufficient. You need 
to ensure parents also have a clear understanding of what they are consenting to and so may need to 
consider how you communicate if English is not a first language or if a parent has a learning disability.

If you judge a child to be competent to give consent then their consent or refusal to consent is the 
one to consider even if a parent or carer disagrees.

In situations where family members are in conflict you will need to consider carefully whose consent 
should be sought. If the parents are separated, the consent of the parent with whom the child 
resides would usually be sought. If the child is subject to a Care Order, practitioners should liaise 
with the relevant local authority about questions of consent. 

You should try to work with all involved to reach an agreement or understanding of the information  
to be shared. You must always act in accordance with your professional code of practice where there 
is one and consider the safety and wellbeing of the child, even where that means overriding refusal  
to consent.

What about sharing information pre-birth?
Sharing information about an unborn child presents additional challenges and in these 
circumstances, you should try to involve the parents-to-be in decisions about sharing information, 
unless this would increase the risks to the unborn child. Where there are concerns about foetal 
development, the mother’s health or safeguarding the child when born; share information prior to 
the birth to ensure appropriate planning and pathways are developed during the pregnancy and 
protective plans are in place from the moment of birth. Always consider if the unborn child may  
be endangered or harmed, by their parent’s condition, behaviour or lifestyle. It should be explained  
to the person receiving the information why it was decided to share it. In these circumstances the 
Pan Bedfordshire Procedure and Guidance in relation to Pre-Birth Planning and Assessments should  
be followed. 

Mental Capacity Act 
Provides the legal framework for assessing capacity and making best interests decisions on behalf 
of people aged 16 yrs and older who lack the mental capacity to make particular decision(s) for 
themselves. There are key principles which include the need to provide all possible support to enable 
the person to make the specific decision(s), and that any best interest decision must consider the 
less restrictive impact on the person’s rights and freedom of action. The Act also includes provisions 
for people to plan ahead for a time when they may lack capacity in the future. The Act is supported 
by the Code of Practice, which has statutory force. Chapter 12 of the Code describes the relevance 
of the Act to children and young people, and Chapter 16 provides guidance on access to information. 
The SCIE MCA Directory http://www.scie.org.uk/mca-directory/ provides further guidance and 
publications.

Sharing information without consent 

https://bedfordscb.proceduresonline.com/p_prebirth_assess.html
https://www.gov.uk/government/publications/mental-capacity-act-code-of-practice
http://www.scie.org.uk/mca-directory/
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You do not necessarily need the consent of the information subject to share their personal 
information. Wherever possible, you should seek consent or be open and honest with the individual 
(and/or their family, where appropriate) from the outset as to why, what, how and with whom, their 
information will be shared.  

When there is evidence or reasonable cause to believe that a child is suffering, or is at risk of suffering, 
significant harm, or information relates to the prevention of significant harm to a child or serious 
harm to an adult (including through the prevention, detection and prosecution of serious crime), then 
sharing confidential information without consent will almost certainly be justified on the basis that it 
is in the public interest. Failure to share information about a parent’s lifestyle could put a child at risk.

Of course it is not possible to give guidance to cover every circumstance in which sharing of 
confidential information without consent will be justified. You must make a professional judgement 
on the facts of the individual case. In many criminal justice contexts it is not feasible to get consent, 
because doing so may prejudice a particular investigation. However, you should be prepared to be 
open with the public about the sorts of circumstances in which you may share information without 
their knowledge or consent. 

As you have already read, eliciting the views of children and parents is important and represents good 
practice, however, even if consent is refused, that does not automatically preclude you from sharing 
confidential information.

 
Public Interest 
There are also public interests, which in some circumstances may weigh against sharing, including  
the public interest in maintaining public confidence in the confidentiality of certain services. 

As already outlined in this guidance, there will be cases where sharing limited information without 
consent is justified to enable you to reach an informed decision about whether further information 
should be shared or action should be taken. Remember information shared should be necessary  
for the purpose and proportionate. 

When deciding whether the public interest justifies disclosing confidential information without 
consent, you should be able to seek advice from your line manager or a designated safeguarding 
professional. 

If you are working in the NHS or a local authority the Caldicott Guardian may be helpful  
(see https://www.gov.uk/government/groups/uk-caldicott-guardian-council). Advice can also be 
sought from Named Professional/ Safeguarding Leads in individual agencies.
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Confidential information is: 
•	 Personal information of a private or sensitive nature; and 
•	 Information that is not already lawfully in the public domain or readily available from another public 

source; and 
•	 Information that has been shared in circumstances where the person giving information could 

reasonably expect that it would not be shared with others. 

Circumstances relevant to confidentiality
•	 A formal confidential relationship exists, as between a doctor and patient, or between a social 

worker, counsellor or lawyer and their client. It is generally accepted that information shared in this 
case is provided in confidence. In these circumstances, all information provided by the individual 
needs to be treated as confidential. This is regardless of whether or not the information is directly 
relevant to the medical, social care or personal matter that is the main reason for the relationship. 

•	 An informal conversation, where a pupil may tell a teacher a whole range of information but only 
asks the teacher to treat some specific information as confidential. In this circumstance, only the 
information specific to the pupil’s request would be considered to be confidential. 

•	 Circumstances where information not generally regarded as confidential (such as name and 
address) may be provided in the expectation of confidentiality and therefore should be considered 
to be confidential information. 

People may not specifically ask you to keep information confidential when they discuss their own 
issues or pass on information about others, but may assume that personal information will be treated 
as confidential. In these situations you should check with the individual whether the information is or 
is not confidential, the limits around confidentiality and under what circumstances information may 
or may not be shared with others.

Confidentiality...
•	 Does not prevent you from sharing a worry or concern about a child or young 

person’s safety - it actually empowers you to do so.
•	 Is not an absolute right - never promise that.
•	 Be aware of the constraints and limitations of confidentiality.
•	 Keep in mind your duty of care.    
•	 Acting in the public interest can be a defence to an accusation of breach of 

confidence - but this must be justified.

Seek advice if you are in any doubt, without disclosing the identity of 
the person where possible.
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Remember, nothing whatsoever in UK Law prevents you from sharing information where you are 
worried or concerned about a child or young person’s wellbeing. On the contrary, you are, within 
certain limitations and constraints, empowered to do so.    

Myth-busting guide
Sharing of information between practitioners and organisations is essential for effective identification, 
assessment, risk management and service provision. Fears about sharing information cannot be 
allowed to stand in the way of the need to safeguard and promote the welfare of children and young 
people at risk of abuse or neglect. Below are common myths that can act as a barrier to sharing 
information effectively: 

The GDPR and Data Protection Act 2018 are barriers to sharing information 
No – the GDPR and Data Protection Act 2018 do not prohibit the collection and sharing of personal 
information. They provide a framework to ensure that personal information is shared appropriately. In 
particular, the Data Protection Act 2018 balances the rights of the information subject (the individual 
whom the information is about) and the possible need to share information about them. Never 
assume sharing is prohibited – it is essential to consider this balance in every case. You should always 
keep a record of what you have shared. 

Consent is always needed to share personal information 
No – you do not necessarily need the consent of the information subject to share their personal 
information. 

Wherever possible, you should seek consent and be open and honest with the individual from the 
outset as to why, what, how and with whom, their information will be shared. You should seek 
consent where an individual may not expect their information to be passed on. When you gain 
consent to share information, it must be explicit, and freely given. 

There may be some circumstances where it is not appropriate to seek consent, either because the 
individual cannot give consent, it is not reasonable to obtain consent, or because to gain consent 
would put a child or young person’s safety or well-being at risk. 

Where a decision to share information without consent is made, a record of what has been shared 
should be kept. 

Legislation...
•	 Does not prevent you from sharing information – it empowers you.
•	 Provides you with a legal framework within which information can be shared.
•	 Helps you to weigh up the benefits and risks.
•	 Is based upon common sense principles.
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Personal information collected by one organisation cannot be disclosed to another 
organisation 
No - this is not the case, unless the information is to be used for a purpose incompatible with the 
purpose it was originally collected for. In the case of children in need, or children at risk of significant 
harm, it is difficult to foresee circumstances where information law would be a barrier to sharing 
personal information with other practitioners. 

Practitioners looking to share information should consider which processing condition in the Data 
Protection Act 2018 is most appropriate for use in the particular circumstances of the case. This may 
be the safeguarding processing condition or another relevant provision. 

The common law duty of confidence and the Human Rights Act 1998 prevent the sharing of 
personal information 
No - this is not the case. In addition to the GDPR and Data Protection Act 2018, practitioners need 
to balance the common law duty of confidence, and the rights within the Human Rights Act 1998, 
against the effect on children or individuals at risk, if they do not share the information. 

If information collection and sharing is to take place with the consent of the individuals involved, 
providing they are clearly informed about the purpose of the sharing, there should be no breach of 
confidentiality or breach of the Human Rights Act 1998. If the information is confidential, and the 
consent of the information subject is not gained, then practitioners need to decide whether there are 
grounds to share the information without consent. This can be because it is overwhelmingly in the 
information subject’s interests for this information to be disclosed. It is also possible that a public 
interest would justify disclosure of the information (or that sharing is required by a court order, other 
legal obligation or statutory exemption). 

In the context of safeguarding a child or young person, where the child’s welfare is paramount, it is 
possible that the common law duty of confidence can be over overcome. Practitioners must consider 
this on a case-by-case basis. As is the case for all information processing, initial thought needs to be 
given as to whether the objective can be achieved by limiting the amount of information shared – 
does all of the personal information need to be shared to achieve the objective? 

IT Systems are often a barrier to effective information sharing 
No – IT systems, such as the Child Protection Information Sharing project (CP-IS), can be useful in 
supporting information sharing. IT systems are most valuable when practitioners use the data that 
has been shared to make more informed decisions about how to support and safeguard a child. 
Evidence from the Munro Review is clear that IT systems will not be fully effective unless individuals 
from organisations co-operate around meeting the needs of the individual.

Different agencies may have different standards for sharing information. 
You will need to be guided by your agency’s policies and procedures, any 
local information sharing protocols, and - where applicable - by your 
professional code.
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Where information being considered relates to clear child protection concerns you should 
be in no doubt that there are no insurmountable legal barriers to sharing information 
appropriately, and a demonstrably proportionate sharing of information can be justified  
as being in the public interest.

 
 
Access to personal information
The law says: Individuals have a right of access to information about them. 
You will need to familiarise yourself with your organisations own processes. Best practice would  
be to show service users their records at the point of engagement. Good records management 
practice will need to be developed in which each organisation keeps a brief record of where other 
information is held. In rare instances, you may feel that it is not in the public interest for a service user 
to access some information held about them. The rough yardstick for gauging this is to think about 
the effect that releasing the information would have on the individual or a vulnerable other. In every 
instance where the right way forward is unclear, further help should be sought in supervision or from 
a manager and, where appropriate, a legal advisor.

The Freedom of Information Act 
The Freedom of Information Act 2000 and the Freedom of Information (Scotland) Act 2002 
gives everyone the right to ask for information held by a public authority, to be told whether the 
information is held, and, unless exempt, to have a copy of the information. Service users may  
make requests for information that is partially personal and partially non-personal. For example,  
a person may request information about them that is being shared between various agencies,  
and ask for information about those agencies’ policies for sharing information. You should refer  
to your organisation’s Freedom of Information publication scheme for further information on  
how to respond to such requests. 

Methods of information sharing...
•	 Share & exchange information in a working relationship & built on mutual trust 

& respect.
•	 Record the reasons why you are/or not sharing information.
•	 Keep all information safe and secure at all times.
•	 Always identify the person you will be communicating with.
•	 Do not give verbal information where you can be overheard.
•	 Do not leave information on answering machines or voicemail.
•	 Be aware of your service/agency’s email policy - always use secure email.

It is good practice to identify a single point of contact for people to 
go to when they want to access their information, and to make people 
aware of this facility, maybe as part of the consent process.
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CS051_17	 design@bedford.gov.uk

BBSCB Business Unit Office 
Room 509, Borough Hall 
Cauldwell Street 
Bedford MK42 9AP

01234 276512

LSCB@bedford.gov.uk

www.beford.gov.uk/lscb

CBSCB Business Unit Office 
Watling House 
High Street North, Dunstable 
Bedfordshire  LU6 1LF

0300 300 6455

LSCB@centralbedfordshire.gov.uk

www.bedfordshirelscb.org.uk

LSCB Business Unit Office 
Town Hall Extension, Gordon 
Street Entrance, Gordon Street 
Luton LU1 2BQ

01582 547624 or 01582 547590 

Safeguarding@Luton.gov.uk

www.lutonlscb.org.uk

Central Bedfordshire  
Safeguarding      
Children Board


